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PRIVATE SECURITY

THIS EXAMINATION PAPER CONSISTS OF 4 SECTIONS:

SECTION A: CONSISTS OF:
(i) 5 MULTIPLE-CHOICE QUESTIONS (10 MARKS)
(ii) 5 TRUE OR FALSE QUESTIONS (10 MARKS)
(iii) 10 MATCHING-STATEMENT QUESTIONS (10 MARKS)

SECTION B: CONSISTS OF 3 SHORT QUESTIONS

SECTION C: CONSISTS OF 4 LONG ANSWER QUESTIONS

SECTION D: CONSISTS OF 3 INTERPRETATIVE QUESTIONS

INSTRUCTIONS:

1. Read the following instructions carefully before answering the paper, as failure to act upon them will result in a loss of marks.
2. Write your answers in your answer book, which is provided in the exam.
3. Ensure that your name and student number are clearly indicated on your answer book.
4. Write your answers in either blue or black ink in your answer book.
5. Read each question very carefully before you answer it and number your answers exactly as the questions are numbered.
6. Begin with the question for which you think you will get the best marks.
7. Note the mark allocations for each question – give enough facts to earn the marks allocated. Don't waste time by giving more information than required.
8. You are welcome to use diagrams to illustrate your answers.
9. Please write neatly – we cannot mark illegible handwriting.
10. Any student caught cheating will have his or her examination paper and notes confiscated. The College will take disciplinary measures to protect the integrity of these examinations.
11. If there is something wrong with or missing from your exam paper or your answer book, please inform your invigilator immediately. If you do not inform your invigilator about a problem, the College will not be able to rectify it afterwards, and your marks cannot be adjusted to allow for the problem.
12. This paper may be removed from the examination hall after the examination has taken place.
SECTION A  
(30 MARKS)

ANSWER ALL THE QUESTIONS

(i) MULTIPLE-CHOICE QUESTIONS

Choose the correct option for each of the following. Write only the question number and your chosen answer. For instance, if you think that the correct answer for number 1 is (a), then write it as 1. (a).

1. Which one of the following is not a type of personal addressed written communication?
   (a) a letter
   (b) a fax
   (c) an e-mail
   (d) the grapevine

2. Which one of the following is not a Schedule 1 offence according to the Criminal Procedure Act?
   (a) murder
   (b) rape
   (c) culpable homicide
   (d) assault

3. In terms of section _____ of the Criminal Procedure Act a private person is allowed to arrest people without a warrant under certain conditions.
   (a) 36
   (b) 44
   (c) 40
   (d) 42

4. The _____ is the vertical line of authority within each unit of the macro-organisation, including the security unit.
   (a) unity of command
   (b) chain of command
   (c) span of control
   (d) security directive

5. Which of the following are not especially vulnerable external security points?
   (a) cellars and attics
   (b) roofs
   (c) sewage and storm water pipes
   (d) doors  
   
   [5 × 2 = 10]
(ii) **TRUE OR FALSE QUESTIONS**

Indicate whether the following statements are True or False. Motivate all your answers.

1. In terms of section 12 of the Constitution, the right to privacy includes the right of a person not to have his or her property searched.

2. Detention without a trial is not permissible during a state of emergency.

3. The purpose of physical security is to provide protection against 'insiders', as well as 'outsiders'.

4. The grapevine is an informal, unofficial organisational communication network, along which information flows quickly but not always accurately.

5. The National Constitution Act 102 of 1994 empowers the Minister of Defence to declare a place or area as a national key point. 

\[5 \times 2 = 10\]

(iii) **MATCHING-STATEMENT QUESTIONS**

Match the statements in Column B to the terms in Column A. Write down the answers only, for example 1. (a).

<table>
<thead>
<tr>
<th>Column a</th>
<th>Column b</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. crime investigation</td>
<td>(a) the distinctive characteristics of objects are transferred to surfaces</td>
</tr>
<tr>
<td>2. crime scene</td>
<td>(b) the investigator must be able to identify the type of crime that was committed</td>
</tr>
<tr>
<td>3. situation identification</td>
<td>(c) relevant in crimes such as fraud, forgery and uttering</td>
</tr>
<tr>
<td>4. witness identification</td>
<td>(d) no crime can be successfully solved unless the investigator can determine the identity of the victim</td>
</tr>
<tr>
<td>5. victim identification</td>
<td>(e) any terrain where there are objective and subjective indications that an unlawful act has been committed</td>
</tr>
<tr>
<td>6. imprint identification</td>
<td>(f) the investigator wants to be able to positively identify the offender</td>
</tr>
<tr>
<td>7. origin identification</td>
<td>(g) identification categories cannot be separated from the circumstances or case history of the crime</td>
</tr>
<tr>
<td>8. action identification</td>
<td>(h) involves the detection, identification, collection, preservation</td>
</tr>
<tr>
<td>9. culprit identification</td>
<td>(i) the investigator must be able to identify witnesses</td>
</tr>
<tr>
<td>10. cumulative identification</td>
<td>(j) is usually carried out by forensic experts</td>
</tr>
</tbody>
</table>

\[10\]

\[30\]
SECTION B: SHORT QUESTIONS

(10 MARKS)

ANSWER ALL THE QUESTIONS

QUESTION 1
People in the field of private security need to identify, isolate, observe, investigate, describe, analyse and explain the four elements of security.

Name these four elements. [4]

QUESTION 2
Specify two examples of simple risks. [2]

QUESTION 3
What is an 'agreement to non-competition'? [4]

[10]
SECTION C: LONG ANSWER QUESTIONS (20 MARKS)

ANSWER ALL THE QUESTIONS

QUESTION 1
Briefly explain 'impersonal written communication'. [5]

QUESTION 2
List the guidelines to be followed for protecting electronically transmitted information. [8]

QUESTION 3
The degree of security that one will apply depends on a number of factors such as the vulnerability of the enterprise.

Name seven other factors that are to be taken into account. [7]

[20]
SECTION D: INTERPRETATIVE QUESTIONS (40 MARKS)

ANSWER ANY TWO OF THE QUESTIONS

QUESTION 1
Discuss 'surveillance and guarding' as a method for effective security. [20]

AND / OR

QUESTION 2
Summarise the advantages and disadvantages of security specialisation. [20]

AND / OR

QUESTION 3
In order to ensure the physical security of the computer through security measures, we must assess and if necessary improve on the following:

- the environmental factors that impact on the computer;
- the location of the computer;
- reinforcement and custody of the mainframe computer centre; and
- access control.

Write notes on each of these points. [20]

[40]

Section A: 30 marks
Section B: 10 marks
Section C: 20 marks
Section D: 40 marks
TOTAL: 100 MARKS